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1nc infonnanon collected on this form is used solely for c:ou,t ad,ni~is(ralion purpp$~•. 17,is form does not 
supplement or replace the filing and sen·icc of pleadi1Jgs or other papers aJ required b law or rule~ o court. 

Com111en«n1eot of Action: 
D Complaint O Writ of Summons ~clition 
0 Transfer from Another Jurisdiction 

El--------~-----------r-------------------, 
D Declaration ofTaking 
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I Dolfar Amount Requested: 0 within arbjtration Jim.its 
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Is this a Class Action Suit? □Yes Is this an MDJ Appear! D Yes D No 

NameofPlainti07AppcllanfsAUomcy: ________________________ _ 

□ Ch.\;k bl·r if' CJ ti Ii~,\ t: j•q .l~ ·1·~~-, ' 1 t • ,t .~..::f. th,rr~--tn 1·1::d (Fro :iit:! Lin~-., nn 

Nature orthe Case; Prace an .. X" to the refi of the ONE case category that most accurately descn"bcs your 
PRIMARY CASE. Jf you are making more than cno type of claim, check the one that 
you consider most im portanl 

TORT (d> not jncJUtJe Mas.r 1m) 
□ lntentfonal 
D Malicious Prosecution 
D Motor Vehicle 

h1, O Nuisance • 0 Premises Liability 
D Product Li.ability (does not irrcluck 

mas,tort) 
D Shmder/LibeV Defumalion 
□ Other: 

'\ \. ,/J ) ) 

1. 1 ·1 \\-

MASSTORT 
□ Asbestos. 
0 Tobacco 
0 Toxic Tort - DES 
0 Toxic Tort~ Implant 
D Toiuc Waste 
001her: 

PROFF.SSIONAL LIABLITY 
□ Iknta( 
0 Legal 
0 Medical 
□ Other Professional: 

CONTRACT (do nor include Jwgme~) 
D Buyer Plaintiff 
D Debt Collection: Credit C.ard 
D Debt CoJlec1ion: Other 

1, 
1• D Employment Dispute: 

Discrimination 
D Employment Dispute; Other 

□ Other: 

REAL PROPERTY 
D Ejectmcnt 
D Eminent Domain/Condemnation 
□ Ground Rent 
0 Landlord/l" enaot Dispute 
D Mortg.lge Foreclosure: Reside11ti'al 
0 Mortgage Foreclosure: Cmnmcn:ial 
0Panition 
0 Quiet Title 
□ Other: 

CIVIL APPEA~ 
Administn.tive Agencies 
D Board of Asscs.micnt 
D Board ofElectiom 

B Dept. cnTnmsportation 
Statutary Appeal: OthCT 

D 2.oning Board 

□ Other. 

MISCELLANEOUS 
0 C.omlTlOfl Law/Statutory Arbitration 
D DeclararoJy Judgment 

B MandamU$ 
Non-Domc;tic Relations 
Restraining Order 

D Quo Warran.to 
D Rq,levin 
8 °uiJ:onc::r,o/J 
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NOTICE 

Pennsylvania Rule of Civil Procedure 205.5. (Cover Sheet) provides. in part: 

Ru le 205.S. Cover Sheet 

_(a)( l) This rule shaU apply to all actions governed by the rules of civil procedure except 

the following; 

(i) actions pursuant to the Protection from Abuse Act, Rules 1901 ct seq. 

(ii) actions for support, Rules 1910.1 et seq. 

(iii) actions for custody, partial custody and visitation of minor children, Rules 

l915.I et seq. 

(iv) actions for divorce or annulment of marriage, Rules 1920. l ct seq. 

(v) actions in domestic re!ations generally, including paternity actions, Rules 

1930. l ct seq. 

(vi) voluntary medialion in custody actions, Rules·t940.l ct soq. 

(2) At the commencement of any action. the party initiating the action shall complete 

the cover sheet set forth in subdivision (e) and file it with the prothonotary. 

(b) The prothonotary sha11 not accept a filing commencing an action without a 

completed cover shccL 

(c) Tho prothonotary shall ac;;sist a party appearing prose in the completion of the form. 

(d) A judicial district which has implemented an electronic: filing system pursuant to 

Rule 205.4 and has promulgated those procedures pursuant to Rule 239 .9 shall be exempt from the 

provisions of this ru[e. 

(e) The Court Administrator of Pennsylvania, in conjunction with the Civil Procedural 

Rules Committee, shall design and publish the cover sheet. The fatest version of the form shaU be 

published on the website oflhc Administrative Office of PennsyJvania Courts at www.pacourts.us. 
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1/ 
Robert Mancini 

4 Guernsey Lane 
Media PA 19063 
Phone 610-506-9827 

Fax-None 

Email De1cocyber@gmaH.com 

Representing Self 

Alfeia Goodwin 

117 Abbey Ter. 
Drexel Hill, PA 19026, 
267-977-0757 . 

~ 

None 

Al feia@mail.com 

Representing Self as Candidate 

IN THE CML COURT OF DELAWARE COUNTY, 
PENNSYLVANIA 

Alfeia Goodwin, Candidate Sth District, 

Of the United States House of ~epresentatives 

Robert Mancini; Delaware County resident 

Registered Voter of PennsylvaniB 

lndivldually 

Petitioners Pro Se, 

v. 

Delaware County, PA 

Respondent 

• 
Prelimlnary Injunction 

APPLICATION FOR EMERGEri_CY RELIBF AND SEEKING A 

PRELIMINARY INJUNCTION 

Petitioners, Pro Se. pursuant to PA. R.A.P. 123. PA R.A.P. 1532(a) and PA R.C.P. submit the 
following Application for Emergency Relief Seeking a Prelirniruuy Injunction and aver as 
follows: 

11 Page 
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mTRODUCJ[ON 

1. Petitioner _Alfeia Goodwin is a resident and candidate for the 5th District of Pennsylvania 

in the United States House of Representatives, with the address of l 17 Abbey Terrace. 

Drexel Hill, PA 19026. 

2. Petitioner Robert Mancini is a resident, taxpayer, and registered voter in the 5th District 

of Pennsylvania of the United States House of Representatives, with the address of 4 

Guernsey Lane, Media PA 19063 

3. The Responden4 Delaware County (heretofore, the "County'), is a jurisdiction and 

government agency with a business address of 201 West Front Stree~ Media; PA 19063. 

4. The Election Assistance Commission, or EAC, is a federal agency located at 633 Third 

Street, NW, Suite 200; Washington, DC 20001. 

5. The Election Assistance Commission is a federal agency responsible for overseeing the 

testing and approval of all Electronic Voting Systems in the United States of America. 

6. The Department of State of Pennsylvania is a government agency with a business address 

of 401 North Street; Hattisburg, PA 17120. 

7. The Department of State (or Commonwealth) of Pennsylvania is responsible for 

certifying all Electronic Voting Systems for use in Pennsylvania, having adopted EAC 

certification st.nndards, 1111d given the EAC has also certified any voting system that 

would be used by any jurisdiction in Pennsylvania. 

8. The November S, 2024 election is a federal election and all votes in Pennsylvania count 

equally toward the determination of the Pennsylvania Electoral College votes, and 

numerous state-wide races, including the Pennsylvania senatorial race. 

9. On January 12> 2023, the Acting Secretary of the Commonwealth of Pennsylvania 

certified the use of the Hart lntercivic's proprietary election software upgrade known as 

the Hart Verity Voting Software Version 2.7. 

10. rn February of 2023, Delaware Co1.mty Bureau of Elections installed the Hart Verity 

Voting Software Vernon 2. 7 as an upgrade to its Hart Verity electroni<: voting system. 

11. The Pennsylvania Department of State· s Voting Machine Certification Department, 

itemizes the various components of the Hart Verity 2.7 proprietazy software used in the 

Hart Verity Voting System, as seen below in Attachment ~ page 11: 

·2 I Page 
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Proprietary Software 
sottwar~or 

.. 

System component Firmware Comments. .. ,:~. 
•. 

. :ver5ion.. 
,. ! 

-:~ ~ ; .. .... 
VerttvOat.i 2.7.1 Data man111emerrt software 

verttyeund 2,7,1 Elec:tlon definition software 

Venty Cenl7al 2.7.1 HIBh speed digital scanning Miftware 

Verity Count 2.7.1 Tabulation and reporting s.oftware 

ventv RQtaV Recellllnr Station 2-7.l Data ttan~miSSicm software freoeh1lnlll'. statlonJ 
Verity Transmit 2.7.1 Data transmission software 

Vefltv Transmit Recelvlna Station 2.7.1 Data transmission software lreciehl1n• $talion) 

Ventv Print 2.7.1 On-demand ballot Drfntinr device finnware 

VerityS.C:an 2,7.1 01111tal 5':annlng devl~ firmware 

Verity sea n with Relav 2.7.1 D(fltal scanntne devic:e firmw."!lte With optional I I 

R.;la\t function a lltv " 
Verity Touch Wn"ler 2.7.l Ballot markiru, device 
ven"ty Touch Writer Duo 2.7.1 Bellot marting device, witn Internal COTS ballot 

summary printer and optional 11-udio tactik! 
lntmace 

Ver1tyTovch Writer Duo Standalone 2.7.1 Ballot ma.r1dl'IC dev~. With rntemal cors ballot 
summary print.er and optlonaf audio tactrle 
Jntetface 

Ver1tv Contrc,ller 2.1.1 Pollina: place manairernent device 

111 Page 

1 

Figure I Hart Proprietary Software' 

12. The Pennsylvania Department of State Certification lists the commercial-off-the-shelt or 

COTS, Software and Firmware~ authorized for use in the Hart Verity 2. 7 system, as 

follows in Attachment A. page 12: 

tJttps ;/lwww pa &QY/ccntcnt/dam/ca pa PYl!P-P •u::ov/eo f dm/om Rea ms/voti □ c-aag-electi ons/l/Otlog•.systemstceaift c: 
atio n{Jj_a rt-Verity-Voting• 2. Z·F ipal-fo r-web .pdf Pll 

3 I Page 
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COTS Software and Firmware 
. Deselfptlon 

.... 
• versron .,. 

Veritv Data. Build, count. Relay ReceMn1 Station. Tr.msmlt ReceMnit Station \ 

Microsoft Windows 10 Enten:u1se 2019 LTSC 10.0.17763 
Microsoft SQLServer ~nd.ird 201' 1S.0.A153.1 
M.:Afee ADPlicatian control for Oelllces {McAl'ee SoTrdlflert 8.2.1·10 
verjt,.t central.:..:Central Count'Paper BalrotScannH •' 

Mirro,oft Windows 10 Enterprise 2019 LTSC 10.0.17763 
Microsoft ~ Server Standard 2019 15.0A153.1 
McAfee ADolrcatlon Control for Devices (McAfee Soffd'Jfler) 8.l.1·143 
Nuanc@ Wl'!stem o~. ~lttop, OEM V20 
Verity Print, Touch Writer - Eledronfc BM D Oevic'!, Touch Writer Duo - Electrcnk BMD Device. Touch 
Writer oiso Standaton~ - flecttonk BMD DeVke, Contmller, Trarumit • ... 
Mitrosuft Wind11Wi 10 EntErprrse 2019 l.TSC 10.o.1n63 
Ml.cro.soft SQJ.i"te 3.35.0 
McAfe@ Aoclic.ation Control for De-.iee, {Mc.Afe~ SolldJflerJ B.2.1-143 
Verity ~ - Prednc:t f>moer Balmt S'-illlleT 

.. . . ~·. ......... .. 

Microsoft Windows 10 Entell)rlse 2019 LTSC 10.0,17763 '' '\.'... 

Microsoft SQJ.ite ,36.0 \\.,., -
McAfe~ ADoltcal:lon Control for tlevlces ("-4cAfee Solldlflet') 8.2.1·14l '-' -
Nuance western OCR, Dest1DD, OEM V20 

Figure 2 Figure I COTS Software and Finnware'-

13. The Election Assistance Commission (EAC) sets national standards for the testing and 

certification of election machines and software. The EAC standards call for the testing of 

all software used in elections, befo~ and after an election. The EAC defines software 

testing, sometimes known as ~'hash testing', as a "trusted build". (Exhibit A). 

'1'rusted Build - A software build is the process whereby a source code is converted t:o 

machine readab1e binary instructions (executable code) for the computer. A trusted build is a 

build performed with adequate security measw-es implemented to give confidence that the 

executable code is a verifiable and faithfuJ representation of the source code. The primary 

function of a trusted build is to create a chain of evidence that allows stakeholders to have an 

approved II10del to use for verification of a voting system!' 

bttr.w L/_www pa goyjco ntcnt/d a m/coga pwg-pagav/en/dos/prog ca rn stv0Ung-a o d;electio a stvPlio11:-mtem s/cemfi, 
ation/Hart· Verity-Voti ng,•2, 7 • fim1H9r-web,pdf P 12 
------ -··------·--· -· - ----- ------- -- -----
4 I Page 
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14. On Monday, September 23, Delaware County Bureau of Elections perfonned a •'trusted 

build .. on a small sample, less th.an 3%, of the Hart Verity 2.7 voting machines the county 

intends to use in the November S, 2024 General Election. Despite the requirement for an 

software on all machines to be tested with a trusted build validation, only 9 out of 428 

voting precincts~ or 18 out of 856 machines were tested in Delaware County. (There are 

two machines per precincl) Listed below are the URLs published by the colID.ty, 

claiming to show the results of that testing. 

15. https://delcopa.gov/vote/hash test results.html 

16. The results for Marple 3-1 is on the next page 
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Figure 3 Marple 3~1 

17. Below is the list of URLs for the testing results from the remainder of precincts tested: 

https;lldelcop;,,goy/yote/pdf/202:4 /Hasb Besults/Aldan West s1903222110,odf 

https~//de[cop] goy~te/pdf/2024/Hash Results/Aldan West W19134S1711,pdf 

SI Page 
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https ://dekooa.gov/vote/pdf /2024/H ash Resu1ts/MiJr12.tu 1 S19()3182210.i;,df 

https:l/dekopa,gov/votelpdf/2024/Hasb Res·u1ts/Mar"!e 3 1 W1913440511,pdf 

https;//dekQpa,coy/yote/pdt/2024/Hasb Results/upper Darby 3 ss190321591O.pdf 

bttps;//dekopa,goy/yote/pdfno24/Hash BesuJts/upoec Darby 3 SW1913442711,pdt 

https://delcopa.gov/vote/pdfno24/Hash Results./Upper Darby 7 7S190317681O.pdf 

https ://delcopa.go:vLvotea,dfl202Mttasb..Besu.lts/Ugpec_Darby z ZW1913461211,gdf 

https ://delcopa.goy/yote/pdf/2024/Hash Results/WharfP 1700189706,pdf 

httos ;//dekopa.goy/yote/odf/2024/Hash Results/wharf□ 17Q0190406.pdf 

btt ps :ljd el ~g12a .gov /votelpdf l2024/H ash Res u ttsf Wha rfD 1800194202 .pdf 

https ://delcopa.gov/vote/pdf{2024/Hasb Resul tsJWhadQ180Q203SOS.odf 

https.://delcopa.gov/vote/pdf/2024/Hash Resu,ts/WharfD1800203705 .pdf 

https;//de)cooa.goy/yote/pdf/202 4/Hasb Res ults/WharID 1so0204ZQS,odf 

https ;//de]copa,gpy/yote/odf/2024/Hash Bes u!ts/WhartP 1900216607.pdf 

btt:P s: //de I cop a .gov /yote/pdf /2024/H ash Resy tts/Wh arfD 1900 2.16 707. p df 

https:lldelcooa.govlvote/odfl2024/Hash Besults/Whact01900217007.pdf 

https://delcopa.gov/votelodf/2024/Hasb Resutts/WharfD 1900217107.pdf 

https;//de)copa.goy/yote/pdf/2024/Hash Re:; ults/WharID1900217207.pdf 

https://delcopa.gov/vote/pdf /2024/Ha sh Results/WharfD19Q0217307.pdf 

https:/ldelco pa .gov/votWl{Jf /2024/Ha sh ResultsLW..harlDl 900236S 12.pdf 

https ~lld el co oa.gov/vote/pdf/2024/Ha s b Resu lts/Wh art:D19002365121 pd t 

bttos; //de lco o a I gov/yote/pdf/2024/Ha sh Results/Wh a rrp190024 7812. ru!f 

bttps ·lldelcopa gov/yote/pdf /2024/Hash Results/Wharf0190024 7912..pdf 

https :// de loop a. go11 {vote/pdf /202. 4/Ha sh Results/Haverford 7 4S 1903185 710. pd( 

https ://dekopaz gov/ypte/pdf/2024/Hash Results/Haye rtord Z 4W1913438711.pdf 
https j/ delco pa. gov /vote/pdf /202 4/Ha sh Resu Its/Radnor 6 2S 1903219010.p df 

https ://delcopa. gov/vote/pdf /2024/Hash Results/Radnor 6 2W2013635001.pdf 

https:/Jdeloopa.gov/vote[Pdf/2024/Hash Results/Upper Darby 4 551913562312.pdf 

httgs ;lldelcopa. cov/vote/cdf/2p24/Hash Results/upper Darby 4 SW1!U~2Z311. pdf 

https;lldekopa.goy/voteti;,df/2024/Hasb Besults/ugper Darby l ss1903204310.odf 
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https;/lde[copa.gov/vcte/pdf/2024/Hash Results/Upper Darby 7 8W2013621301,odf 

https: liderco pa, goy/yote/pdf 120 24/Ha sh Resultsffia don 1s 1913579012. J?df 

httQs ://delcopa.gov/vote/pdf/2 024/Hash Results/Yeadon 1W2Q13638401 .pdf 

18. The test results of a11 the 18 voting machines tested, reveal a comprehensive list of 

software present on each of the 1 g machines, including a software known as 

MathNet.Numerics. not nuthorized for installation on the Hart Verity 2.7 version of the 

electronic voting system, and referred heretofore as •'unauthorized software." 

1 .., • . . . . ,& ... • . ,. a ~ • ... , ·"i II .C • • , ,~ , • • • ,,. . ·~• •• • ~ •, ,;. I •, 

• .. -~.rt,:;;~.t_ict.-e;'J'::t~_!.tla:::t:., i::..!ZlC&r.JOllt,.,Qr.'.!tll<1_0t.~J-.N~•~_b1'1''1~_=Ji.rl.9:;.', . 
·, -~1..S.Q ft.::.Crwuui,~t. E>;r.,bd L nn1:· ..... ~ :z,'J~Eij A. 'fl:~ ~yJWr.ay_~u ·• 
, ~1"4-:: n._. ~~~~tit-. ~1 zi PP~ o.u1 ~n~ i ~,l J'I u ,~e- i :t a~ .... .,~.._·uoutq:«J., • ~ , 
~ ] I!!~ i, C o-.ll ,e,ot 1-«II ,.,. , <.1U •. k.cU ~iftf j i:toAB.t l~W~ +ml.U)~f: ~~UM......._, • 
, ~~l~-)1;.H~ik~ ~dll. g~~Jtb(t1liQ-~t~f'lbJ.el.i'-1q;wh)ttl~fl.lty)-11.r!•~· t 

• rtlat~~oit~ ~t"a::,~5tm, t.al1J"6l.l!lf1t,f~·s-"-Ji:.~.Hif-iO(Jf'l):(~l'.yt.t·0:1.dt...~:..m-, • 
, l!ll°~ t:~o t-: • 1!:.CJ) e:...~ ~:l(!fl, 1 rn.tlrt p ~~a ~.l vq cifc_LP~l/ ~Lr'l l Q &~ •,:, 
, • ni.i::~ft. ruii:itl"9a • f ';l+E'•~c--~!tt.le:i~l~YDjD;U~~ktn■i~:-- ~ 
r Mi.c~;f~. i'z:-.:~Up:11,. U~:_.ei;;,11,p._~ur.•:id\"'lJ mi'rmq-~'Yt11:-::ilcii.fo~t•- • 

. ._-...._.__ ., .'LaX?.~ t.atnu 1 1n: ~.ii~ Han m-_ . 

Fhnne 4 https://delcopa.go11/vote/pdfl2024/Hash Results/Marple 3 l S1903182:U0.pdf 

ARGUMENT 

I 9. MathNet.Numerics 3 is a type of software used specifically for applying algorithms in 

numerical computation and for the manipulation of data. which should never occur in the 

tabulation of votes, and for which th.ere is no conceivable use or application in the 

administration of elections, 

20. MathNet.Numerics is not authorized for use in elections by the EAC on the Hart Verity 

Version 2, 7. Since the Pennsylvania Department of State has adopted the EAC standards 

for certification of voting machine systems used throughout the Commonwealth, it is a 

violation of the law for any jurisdiction in Pennsylvania to use voting machines on which 

unauthorized software has been installed:' Software not authorized by the EAC, installed 

3 https://numerlc.s.mathdotnet. com/ 
4 

https;/lwww.pa, gov/content/dam/co pa pwp-,pa wvfeo/dos/progCi.lros{votbu:-aod-elect:100s/ygtjn 11-svstems/ccrtific 
arton/Hart-Verity-Voting •2. 7-Fi n .i 1-fo r-web. pdf 
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on Delaware County's voting machines, invalidates the certification of those machines 

granted by the Pennsylvania Department of St.ate, 

21. Delaware County is in violation of EAC authorization standards and of the Pennsylvania 

Department of State certification, and is therefore cannot legaJly run an election using the 

Hart Verity 2.7 software, that is not identical to the software the Pennsylvania 

Department of State has certified5• It is illegal for Delaware County to proceed with the 

use of the Hart Verity 2.7 voting system in the November 5, 2024 general election. 

(Emphasis added). 

POTENTIAL HARMS 

22. Moreover, and more importantly, the use of machines containing MathNet.Numerics puts 

at risk the security and accuracy of the election. The potential harm in the use of 

uncertified machines, loaded with software that has the capability to use algorithms to 

manipulate election data, is self-evident, as candidates and th~ general public will be 

unable to trust the results of the election, be sure that their vote was not diluted, or that 

election dat.a was not corrupted, altered. or even fabricated. 

23. Furthermore. this situation begs the questions of WHY MathNet.Nwnetics has been 

installed in Delaware County's voting machines, and BY WHOM? 

EVIDENCE OF ELECTIQLS INTERFERENCE 

24. The 'Why" question is self-evident, since the purpose of the unauthorized software is for 

manipulation of data, in this case election data. Unauthorized software does not install 

itself. Somebody with access to Delaware County's election machines has deliberately 

installed MathNetNumerics in an attempt to INTERFERE with elections. 

25. The "by whom" question is unclear, but there are only 3 possibilities as to who would 

benefit or have the means, motive, and opportunity to do so; 

26. There are 3 possibilities: l • The manufacturer, Hart InterCivic. 2 • A malignant insider 

with access to the election system. 3 - An outsider with remote access to Delaware 

County•s voting machines conducting election interference. 

https • //www Pa goy/co ntent/d am/coca pwp• pagoy/e □ /do~/pmgra m s/voti og-an d•electians/yotj □ g•system s~ertific 
ation/H a rt •Verity: Voti ng•2. 7 •Final• for-web, pdf P28 

--------·- ---
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27. The pcrson(s) who installed MathNet.Numerics on Delaware County's voting machines 

must be investigated for election interference and violating the civil rights of the people 

of Delaware County to have their votes counted accurately in a secure election process. 

28. Regard1ess of who chose to corrupt the votes of the people of Delaware County, the fact 

remains that Delaware County cannot legally use the Hart Verity 2.7 machines in tht 

upcoming election on November 5, and therefore the county must immediately prepare 

for hand counted tabulation, as specified in the Pennsylvania Election Code. 

PREREQUISITE FOR A PREL[l\fffiARXINJUNCTION 

29. ln Pennsylvania, a party must establish the following six prerequisites to obtain a 

preliminary injunction. 

a. {The] injunction is necessary to prevent immediate and irreparable harm that 

cannot be adequately compensated by damages; 

a. (G]reater i.njmy would result from refusing an injunction than from granting it, 

and concomitantly~ that issuance of an injunction will not substantially hann other 

interested parties in the proceeding; 

b. [A] preJiminary injunction wi11 properly restore the parties to their status as it 

existed immediately prior to alleged wrongful conduct; 

c. ffhe] activity it seeks to restrain is actionable, that its right to relief is clear, and 

that the wrong is manifest or, in other words, must show that it is likely to prevail 

on its merits; 

d. [The] injunction it seeks is reasonably suited to abate the offending activity; and 

e. [A] prelilllinaty injunction will not advemily affect the pubHc interest. 

Warehime v. Warehime, 860 A.2d41, 46-47) (Pa. 2004) (internal quotations and 

citations omitted); see also ALL-PAK, Inc v. Johnston, 694, A.2d 347,350 (Pa Super 

Ct. 1997) (the pmpose of a preliminary injunction is "the avoidance of irreparable 

injury or gross injustice until the legaHty of the challenged action can be 

determined. •i) 

30. Here, Petitioner can ably meet all six prerequisites. 
- -~------
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IRE PRELlMINARY INJUNCTION IS NECESSARY TO PREVENT 

IM,MEDI&ll ~D IRREPARABLE HARM 

31. In the absence of a preliminary injunction, Delaware County will conduct a Federal 

Election with Hart Verity Voting 2.7 that has Unauthorized Softww-e (emphasis added) 

on its syst.em. Delaware County will conduct and complete a Federal Election on a 

system that is not compliant with the PA Department of State's Certification. There will 

NOT be [emphasis added] confidence in the results of the election if Delaware County· 

Ulie.s the .system as is. 

32. A preliminary injunction is necessary to avoid immediate and irreparable injury that 

cannot be remedied. All candidates, residents, taxpayers of Delaware County, residents 

of PA, citizens and candidates of the United States of America deserve to have a fair 

election. 

GREATER INJURY WOULD RESULT IN NOT GRANTING INJUNCTIQlS RELIEF 

33. Greater injury will result to the Petitioner, Voters of Delaware County, Taxpayers of 

Delaware County~ Residents of Delaware County, Residents of PA, nnd Citizens of the 

USA will be injured by Respondent if the requested injunctive reliefis not granted. 

34. Specifically, if an injunction is not granted, a foreign entity or malicious insider 

(emphasis added) will have manipulated the results in a swing county. in a swing state 

and can probably detennine the winner of the 2024 Presidential race. 

35. By Contrast, the Respondent will suffer no harm by the granting of the injunction and 

will ensure that the votes cast in the Federal Election will be ACCURATELY (emphasis 

added) tabulated as an error in any one county can swing the results of the state and of the 

countzy. Furthermore, the results of the state, and the 19 Electoral votes to either 

candidate for the Office of the President, which could mean the Office of Presidency for 

the next four years. 

10 I Page 
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36. Granting the injunction will restore the status quo with respect to the Petitioner's 

constitutional and statutory rights as they existed prior to the discovery of the illegal 

software. 

37. If the injunction is granted, aJl the Respondent would have to do is conduct the election 

results by a hand count, a tried and true method which was used for over 200 years. 

PETITIONERS ARE LIKELY TO PREVAIL ON THE MERITS 

38. The Petitioners' right to relief is clear~ and there is a reasonable likelihood of success on 

the merit, as set forth in more detail in the Petition. 

AN INJUNCTION JS REASONABLY SUITED TO THE OFFENDING ACTIVITY 

39. As the offending activity here. the existence of unauthorized software ( emphasis 

added) is evidence of illegal activity to interfere with the results of the 2024 Election. 

THE PUBLIC WILL NOT BE ADVERSELY AFFECTED BY THE ffi.Jl!N.CTION 

40. The Respondent has control over all election activities in Delaware County. In execution 

of every election, the Respondent is required to follow federal law, state law, and 

Pennsylvania Department of State requirements. There is no adverse effect of 

hand-counting the ballots 

41. Moreover, the requested relief enables the Respondent to comply with the Pennsylvania 

Election Law. WHEREFORE, Petitioner respectfully asks this Honorable Court to 

grant a Preliminary Injunction~ 

42. We ask this Honorable Court to stay the use of the Hart lntcrcivic Electronic Voting 

Systems until the issues raised herein have been adjudicated. 

43. We a&.k this Honorable Court to stay the use of the Electronic Voting Systems that have 

been tested, quarantining them until the evidence can be analyzed by the FBI and DHS, 

because it is apparent that a either a foreign agent or a malicious insider has violated the 

Chain of Custody of the Electronic Voting System in accordance with Exhibit A. 

44. We ask this Honorable Court for the performing of a proper Trusted Build Validation on 

the remaining Electronic Voting machines to detennine if that unauthorized software is 

present on the machines that did not undergo hash testing. 
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45. We ask this Honorable Court to Direct the Respondent to take all reasonable steps 

possible to notify the public, candidates, voters, taxpayers, resident,, and the 

Pennsylvania Department of State of the existence of this litigation, and the deficiency of 

the Respondent in the Election Process. 

46. Entering such other relief as this Cou 

Date! ~t,d/ /1024 

121 Page 

Goodwin, Pro Se 

Abbey Terrace 

Drexel Hill, PA 19026 

Alfeia@mail..com • ~ ' 

2_;:'~ '- ~~ 
-~ 
Robert Mancini, Pro Se 

4 Guernsey Lane 

Media PA 19063 

Delcocyher@gmail.com 

610-506-9827 
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CERIIFICATE OF COMPLIANCE 

I certify that this filing confirms with the provisions of the Public Access PoJicy of the Unified 
Judicial System of Pennsylvania case records of the Appc::Uate and Trial Courts that require the 
filing of confidential information and documents differently than non•confidential information 
and documents. 

Robert Mancini 

~ 
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VERIFICATION 

Robert Mancini states is making this verification. I verify that the statements are true and correct 
to the best of my knowledge, information, and belief. I understand that false statements made 
herein are subject to the penalties of 18 PA. C.S,Subsection 4904, relating to unswom 
falsification to authorities 

Date : 09 September 2024 

Robert Mancini 

• 
Alfeia Goodwin states is making this verification. 1 verify that the statements are troe and 
correct to the best of my knowledge. information, and belief. I understand that false st.atements 
made herein are subject to the penalties of 18 PA. C.S.Subsection 4904. relating to unswom 
falsification to authorities 

Date : 9 September 2024 
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The Federa1 Bureau of fnvestig;rtjon (FBl), in coordination with ttle Department of Homeland Security's (OHS) ~ce of 
lnteUigenoo and Analysis (l&A), the Cybersecurity and Infrastructure Secutl1y Agency (CISA). and the U.S. Etection 
Assistance Commission {EAC) prepared th.is overview to help partners defend against insider threat concerns that could 
materialize during the 2024 election cycle. For yea rs,. _federal, state, lo cat, and private sector partners nationwkle have 
wo~ ciosely together to support st.ate and local officials in safeguarding e~ection infrastructure from cyber, physical, 
and Insider threats. Beeause of these efforts. there ls no evidence that malicious actors changed, altered, or de[eted 
votes or had any impact on the outcome of elections. OVerttle past sENeral years. tt,e eiect.ion infrastructure community 
has experienced multiple instances of election system access control compromises conducted by insider threats. While 
there ls no aviden<:a that malicious actors impacted election outcomes. It Js important that election stakeholdet$ at all . . - .. . .. 
levels are aware of the risks posed by insider threats and the ~ps that they can take to identify and mitigate tl'\ese 
threats. 

This document outlines ~veral recent examples of election secu rity-mlated insider tl1 ~ms, discusses pOtentia t soe narios 
that coold arise during the 2024 el~ion cycle, a od provides recommendations for hoW to mitigate the risk posed by 
insider threats.1 

Insider Threats to Elections 

In the United States. elections are administered at the state and local levels of government, which has resulted in a 
diverse landscape of election s_ystems and technologies across the count,y. Throughout the election cycle, many people 
are riwolved In a,dmlnlsterlng or can)ling out responsibilities that support etectfons, Including election workers. officials 
from other divisions of govem ment. vendors. contra~ temporary workers. and volunteers. Understanding what 
constitutes insider status and how insiders can present risks to an organization are important components of developing 
a comprehensi~ Jnsider threat mitigation program. 

' . 
An insider threat ca~ be an individual or group who uses their authorized access or special knowledge to cause harm to 
an organizati~n or entity. This harm can include malicious acts ttlat impact the security and integrity of election systems 
and information. ll'ISiderthreats CCIUlcl manifest as current or former employees. temporary workers, volunteers, . - . . . 
contractors. or any other individuals with prlvileged access to election systems and information. This could include 
individuals who.work outside oftt,e immeciiate election office in roles that support or interact with ·1ntrastructure that the 
election office relies upon. 

Recent Examples of Election lnfrastructure-related Insider Threats 

• A temporary election worker inserted an unauthcrized personal flash drive into an etectronic poll book containing 
voter registration data, ; nd uding confidential i·nformatton barred from release under state law. The temporary 
election wor~r extracted the data because 1tley wanted to compare it against documents they wou_ Id acquire 
after the election through the Freedom of lnfonnation Act. The breached election equipment was 
decommissioned after-tt,is. incident was identified. 

1 TM FBI .iind CISA. encourage the PUbllc to rei,ort Information concerning suspfcl01.IS or criminal activity to tlleir local Fm field office 
(www fbi goyJcontact1is/fletd1. 

""r"": 

RETRIE
VED FROM D

EMOCRACYDOCKET.C
OM



'2024 u;s: Fede~al Elec~lons: The Insider Threat. 

• A State identified a series of digjtat images crf a voting system from one o, its counties and related confidential 
passwords J)Ub!fshed on the Jnte~et wFttiout authorization. Further review determined a county clerk and their 
subordinate allegedly granted an unauthoriZed person access to the oounty's voting machloes. lhe clerk and the 
subordinate also alfegedty disabled the security cameras and gave false identifying credentials to ttie 
unauthorfzed hidividual. 

• A county official reported an attempt to gain unauthorized access to the county's election network durtng Ute 
stat6's spring prlma,y election. According to the official, someone was granted access.into a government office 
where they were ab!e to plug an unauthorized laptop into a government network. Data from that election networl< 
later appeared at a public gathering discussfng perceived election fraud issues. 

• Two county officials allowed unauthorized users access to their erection systems during an audit process, 
resultlng.tn the·state'.s chief election official subsequentiy decertifying the machines and prohibiting them from 
being used in future elections. 

Potential for Foreign Adversary Exploitation of Insider Threats 

To date, the examples of insider threat activity rerated to the elections process have been domestic in nature, both in 
terms of tlle actor and the rnoti't'ations. However. si nee at least 2016, a growing number of foreign ad\leraa lies have 
continued to monitor election networks and attempted to influence or interfere ln U.S. elections. While we assess that ttie 
threat of a foreign adversary gaining acoess to election Infrastructure through a witting i·nsider is minimat, the perceived 
normalizatfon (orsteactystate) af e!ectioo influence or interference might help drive some adversaries to push the 
boundaries of U .s: *~d lines." s1.1ch as _targeting and exploiting U.S: persons or clectioi:i_ workers to interfere In U.S. 
elections. One way this foreign derived threat could manifest i:s via .attetnpts to ext:iltJitin:sider access tQinterfere with 
election infrastructure or processes.. Foreign advel'$8rles, as well 8$ other malicious actors such as criminal networks, 
could attempt to gain insider aocess through a variety of methods. 

• Ad\lersaties may seel< to gai·n insider access by exploiting a targeted insider's· ideological views, providing 
financial incentives, or using proxy organizations or diplomatic presence to establ~h cont.act wi.th an indiv_idual 
either already in a position of trust or would be willing to seek out and .aoquire a position on behalf of the foreign 
actor. 

• Adversaries may attempt to blackmail or coerce an insider to leverage the lnsidet's aC<:eS'S. collect insights on 
election security efforts and !uln~rabilities. or direct the insider to perform malicfous activity. Prior to initiating 
contact. the foreign advers.e.r1es likely would collect information on the target to uncover anything they could use 
for b!ackman or coercion. The type of information oould include financial debts. and potentially embarrassi'ng or 
illegal activity. 

In the even_t an actversaiy was to gain access to election infrastructure via an insider~ they could potentialty use that 
access to cl iSru pt processes and/ors pre ad false information l n an attempt to disCfedlt the electoral process arid 
undermine confidence in U.S. democratic Institutions. 

• If an sdve~ ry gained access throut,ti an insider to election systems in a i:,articula r jurisdiction. such activity 
.. . . .. I 

oould expose voters' personal information. hinder voters' abili1y_to access acc:urate inforrna1ion on election day or 1 

render these systems temporarily inaccessible to the pubic or election wori«:rs, all of which could slow. but would I 
not prevent, voting or the reporting of results. 

• In addition, adversaries could also employ insiders to assist ~ith their malign influence operetlol'\S to undennine 
American confidence in the security and Integrity of the elections process. An insider could provide an adversa,y 
with material to develop or amplify messaging challenging election system security, results. or Operations. This 
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2Q24 l.i'.S_. f ed-eral Eled:io11_s: TJ1e insider Thr.eat, 

indudes through coordinated data reaks or the publication of information alleging an adversary's compromise of 
election infrastructure. 

Potential Indicators of Insider Threat Actjvity 

lndividuals at risk of beoom i ng insider threats oft.en ekh i bit warning signs, or indicators. 2 The foll~ng list is _not_ ~II 
inclusive, but contains potential flags that election officrals should be alert to and seek further review b)I authorities: 

• Attempting to alter or destroy ballots, mail-in ballot envelopes. administrative documentation, or allowing others 
to access these materials witflout prior approval. 

• Wittmut need or authorization, acce'SSing systems, eQulpment andjor facilities ttiey ha\le no need to access or 
providing unauthorized personnel access. 

• Tu ming off security cameras or access control systems or disregarding two-person rule requirements.. 
' .. . 

• WithotJt need or authorization. taking proprietary or other material home via documents. thumb drives. computer 
disks. or e-mail Unnecessarily copying material, especially if it is proprietary or sensi~. . .. 

• Remotely accessing the computer network at odd or unexpected times atypjcal for normal operations. 
• Disregarding agency_computer policies on instaUing perSonaf software or hardware, accessing restricted 

websites, conducting unauthorized searches, or downloading confidential information. 
• Intimidating or threatening other staff. 

Securing Your Organization: Buitding an Insider Threat Mitigation Program 

Election workers al"ld their private sector partners regularly employ practices designed t!J deter, detect. or prevent harmful 
acts by inside!$, wtiether or not they use the term ·insider threat• or have articulated their approach and practices In a 
d·ocumented program. From handling ballots in teams of two (often bipartisan). to robust chailrQf~ustody pn,oedures, to 
tha presence of ob!:!ervers during 'IOting and ballot counting, many longstanding core election practices have been 
designed with insider threat mitigation in mind. Neve~heless, election infrastructure stakeholders may benefit from 
docu~enting tt,eir approach and establishing a more formalized insider threat mitigation program. Such actions can help 
identify gapS in ~.urent practices and Inform the otganlzatlon·s broader approactl to risk management. 

Organ!zallonal culture should also reinforoe proactive reporting af employee concerns and security issues as a core 
component of securing the environment. From this foundation, a suocessful insfder th~eat mitigation program should 
implement practices, strategies, and systems that limit and track access across organizational functions. Provided they 
receive the necessary oversight t0 enwre tl_1ey are being applied appropriately, preventatiVe measures against insider 
threats a tso contribute to detecting threats by establishing transparent, auditable election systems and processes and 
then identifying outlieIB or ar,omalles for tnvestigation. Key elements of election infrastructure ·insider threat m rtigation 
programs include: 

• standard Operating Procedures (SOPs) desa'ibe the sequence of steps or reQuirernents to complete a task. 
Examples can Lnclude requiring visual signs to identify authorized personnel in specific areas or reQuiring the 
·buddy system• or a two-person rninfrnurn for handling sensitive tasks. Checxllsts are helpful tools for promoting 
adherence to SOPs. 

2 C lJ) The lnSider Threat: An Introduction to Oetootlng .ind Deterring an nsider Spy I FBI I 21 May 2016 I ~ {bi gpy/file
ceposito[YlinsidftC lhCM! brocnure.pctf/vlfffl 

ii':"; ceotral@'cis,a.dmi,@Y X @CISAgov I @C&SAOtber 
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• PhYSfc,al and Dtgttal Act8ss control systems can detect and prevent Insider threats. Access control systems 
should apply the principle of least-privilege. giving incli.vicfuals access only to systems required to perform their 
essential functions. Access privileges may change leading up to an election or other key dates. Physical access 
controls may include limiting access to facilitfes. eQuipment • . . 
devioes. tamper-.ellident seats and bag,;, and other 8SSets as ~II 
as providing video surveillance of physical assets. Digital access 
controls grant access only to necessary systems, assets, data. or 
applications re!at.ed to an indivldl.lal'Sjob or function. In both 
cases, access logs. control forms, and surveillance video provide 
auditable records of who accessed a physical or digital asset. as 
well as when it was accessed. OVerall, access control systems 
prevent any one individual from gaining entry to all assets within 
an organization and reduce potential hann to physical or digital 
systems. If an incident is suspected, access logs and c:ontrot 
fonns_can help with post-incident investigations and even serve 
as evidence. 

A ~f >'.¢fiM} rig~; ?!.O_U ri.cfoi ~ce_ss' cfi__n.tr~ I: 
f9 rl eleqi~rl"i;:Oorkf r.1 IS'$ X,i::~S: tcf'.the 
• sUite: ,}ate u iegistratio n· a iltabasa 
.sis To CTJ{Tfp{s1it(rn~1· no~;~iYiaiis" - .. -
kriO\;/;w ho. has 'access\v7thiii; etic ti! 16ca1: 
i!e.ctfo r1~Hice. it> _!ti ts•:r ~i?ortan.t :ro(· .• •• 
Juri sci icti ons'an_d .state;omce$_\O'.\vo rk~ 
,tQg*},~er: ,to EE:~~1 arl_/~~~r.m/160. _ . 
update:a:t.rst'or,auth9rczed•1JS-ers'and 
,a~-~~iateciir.r_i~ileie-s:, -· -· • ···-

• Chain of Custody Procedures track the ~ment and control of pt,ys;cat and digital ~ by documenting eacti 
time an asset is handled or transferred and who was responsible for i_t.. This can help prevent unauthori~d 
access to sensitive systems, detect the preS8nce of an insider threat, provide evidence, and improve remediatKJn 
time if an incident occurs. It produces an auditable record of an asset's transfers and transactions. enabling 
detect1on of a potential threat if there is a gap in the chain. 

• zero Trust Security is ba:s!:!d on the principle_ of M always verify.• ?nstead of assuming that everything that happens 
on an organization's net.works and systems is safe, the zero trust approach assumes that a breach has or will 
occur and verifies each request as though it is unauthorized. A zero trust approach expl.icitly verlfies eve~ 
request for access. regardless of where it originates or what resource it accesses. Many digital S)'Stems now 
include zero trust security features that can be ttimed on, such as alwa)'S requiring users to enter their password 
rather than storing it in the deVioo's memory. Election Infrastructure stakeholders may also COn6idet pwcedures 
like implementing the Mtwo-person rule" (require at least one observer to be present)or wori<ing In bipartisan 
teams when accessing sensitive resources. 

• Continuous Monitoring is a key practice for detecling a oomalous behavior. to include potential i rssider th rsats. It 
invorves a combination of the human and digital toots-such as access togs, video surveitla~ce. endpoint 
detection and response software-underpinned by a strong organizational cuttu re of proactive reporting. 

Autfitlng of all election and business processes should be a routine part of election adminrstration before, during. 
and after an election. Audits validate whether measures such as access control and cha.in cf custody are 
functloning property, coUecting and maintaining necessary data, and being used appropriately~ staff. They also 
provide the opportun ilY to review records (access logs, se<:urity footage. chain of custody forms,· etc.} and identify 
any ~ential gaps or areas tor improvement. It.is recommended to build audits into an organi2ation·s SOPs. 

• Fottow cttersecurtty Best Pradices for systems and networks to implement a defense-in-depth approach that 
prevents single points of failure from being enough for a system compromise. These security best practices are 
also designed with the expectation that a malicious actct' has already obtained access to a like system or 
software to try and identify vulnerabilities. Cyber.security best practices fi ke multi-factor authentication. patching 
and updating, and network segmentation all help minimize the potentiaf security impact if an incident. like an 
tnsiderthreat; were to oocur. 

i::i cent<al@cisa.dhs.W, X @Cl~ I OOSAC)ber 0 0 @'.I ~sago, 
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2024 U.S., F·ederaf ElecUons:,T~he·lnsider T_hr~at 

• Reporting all incidents to the appropriate authorities so they can be iovestigated and documented can prevent or 
reduce the likelihood of similar incidents occurring in the future. 

Establishing and maintaining neoessary standard operating procedures. access controls, zero trustsecurity, and chain of 
custody procedures are necessaiyfacets of election administration. Further, they must be reviewed. tested, and audited 
before, during. and after_ elections. A[together, the$8 measures support: the integrity, reliability, and secumy of an election, 
providing the evidence to build public: confidence.in the process. To assist stakehold6rs with their fnsider threat mitigation 
efforts,. CISA developed an -insider Thmat Reporting Template· and an ·insider Threat Investigation Template~ as tools for 
organizations to download, review, and Incorporate into their' insider threat mitigation programs. These templates and 
•1nsi~er Threat Reporting Templates User Guide" are annexes to ttiis guide and can be found on tha CISA #PROTECT2024 
website and are linked be!ow. 

Additional Election Security Resources and Contacts 

The FBI and CISA encourage the publfc to report information concerning suspicious or criminal activity to their local FBJ fi eJd 
office (www.fbi.gov/contact-1JStfi~d }. 

For add ltlonal assistance, best pr3ctices, amt common terms, please visit the fol lowing websites: 

• Protected Voices - FBI 
• #Protecrt2024 ~ CISA 

• ElectionSecuritv-u.s. Election Assistance Commissioo (eac.~ 
• Election Secu,itv: Dept of Homeland Securi,y 
• Election Cdmes and ~urity- FBJ 

'1' clsa.gov ~ CPOll'.a!@ciWU,yoy X @Cls,\gov I @CISACyber 
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Insider Threat Reporting Templates 
The Cybe™=<:urity and Infrastructure Security A~ncy (CISA) created these reporting templates as a loot for stakeholder 
organizations to download, review, and incomorate into their insider threat mmgatiofl programs. The RsponittlJ f()rm and the 
Investigative Fomi are fillable POFs that can be 1.1sed with any insider threat program. Like other templates C,SA has developed, 
stokeholders can utilize the forms in their current format or use them as an ei.:amp!e in developing their own products internally. 

The Reporting Form allows individuals to submit concerns related to a potential fnsider threat to the appropriate point of 
contact within their organization. This form features a ~submir button that organiiations can edit to auto-generate an email 
to the appropriate mailing address within the organization. An organization intending to use the Reporting Fom, will need to 
edit the Msubmit" button as outlined in this document before making the fonn available for employee use. This helps ensure 
that all reports are collected centrally by the appropriate selected reciplent(s) or inbox. 

The Investigative Form is designed to help organi~ations document incidents and determine appropriate next steps, 
i nclod ing, but "°' Ii m iled to, review by an organization's Threat Management Team, referra I to law enforcement, or other 
follow-on actions as neces.sary to protect the organization and its employees. This will assist stakeholders as they keep a 
record of organizational actions related to an insider threat incident, promote accountability of necessary steps to protect 
assets, and to identify vulnerabilities in the effort of mitigating future insider threats. 

The forms aro downloadablo 
and the data collected Is 
controlled and managed ay the 
policies and p,otocols of tho 
stakeholder organizations. 

If you havo a concern about an immooiate threat In the 
woncplace, contact your local law enforcement. 1lle reporting 
.tnd invrJStig.ltiv(! tcmplatc:, aro not ;numdcd to provjcJc any organization 
wjth the authorily ta perform acUvities that Urey are ot.he,wlse not able 
to perform under appllcab/e law. regulation, and pol/cy. Consult with your 
legal counsel before implementing cJICsc forms in your organization. 
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The repon,ng and Jrn1estlgattve tl?mpjates ar9 nal lfl~nCJea to ~ :,r,y ~n,zamin wJtn Ule autnomy to perform 
sr:tMllfl'S mar !hsy sn;i o!h8TWfs9 not alll8 to porfDTm unaw appllcable law, rogu,auon, arid po/Icy. Consult wffh yorx 
teg;JI counsel before lmpJemenU~ mese (onns rn your org.inrr.allon. 

Please use this section to report any suspicious actlvlty fn the workplace, fvcusing on documenting 
the incident and providing relevant details about the observed behavior/incident: 

1 I Desc,lption of Incident 

2 j Incident location 

3 I incident Date or Date Range 

4 I rncidentTime(s) 

5 j CO!lcern Type 

Prcw16e as =nr ootal/S as )'llU can ~ Ibo 1nck1cnt .irn1 your ooscnarf-Olls. 

• 
a-~mi0te: l.23 Main stree(.Anytowt1, sr l.2345 

!)ramp~ 11:30 AM. 

----I 

• 
wmptes lnc/lJae: ~e-/J rnrears; Temittsm,Molem Extremism: PersOIIBI 
Ctmduct; flmmdal Co115JdenitJcms; Substance Abuse; llernwloral ConsldeTlitlons; Crlmlnar 
~nduct; Mllhaootmg Proteded jnfomlatl'oo; MlSuse ot Informatlorr Technology, C)'ber 
Clime: E.sDkmage: F!nanclal/1nt.ellectu31 Property Theft Wol1cp!ace ~ce 

Please share detaHa about the Jndlvldual(s) associated with the ausp[cloua actlvlty In the following section: 

6 I Name {or Desr.ription if Unknown) 

£>:ample: ./OM 0oe 

7 I Job~itle 

8 I Role or Job Type 

nilS reportiflg !Pmpiata rs 1nmr1t100 to documem actMtks and bcha\lfors mat aro 
SI..ISf)IOlous or lnd1c.:JIMI or cnmtnaJ 11~ Such actMtles or bchsvtClfS should bo 
reporoict oniy wncn I/Jen; arc artJcci!atlle fact, to support a rational eoncluslorr dlat 
me lJtmavtor ls suspldoos or suggest, cmnlnaJ ~ Do not repc,n based on 
ooosvruricma1,ry promcted ~hles cw an me basis of Ill~ er/mid~ re/Igloo, gender, 
s.))(00/ ooenratlon. dlsablNry, or omer such charar::tensfics, and do not repon baSed oo 
a comblrl!il:lon ar ority such tacton.11 you N'9 .a conce,a aflollt an tmmecUa~ threat 
In tll• '"'rlQll,xe, contact )'(Wt llmrl raw enlbn:ement. 

I 
... 1 

SUBMIT 
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Insider Threa_t Reporting Ten1 plate • ••• ; • 
WORKPLACE INVESTIGATIVE FORM 

The repartlrlg and tmcstl&JfN8 tomp,l.m-s are oot lntenood to ~ro\/1111! any O@'ln!zarron Wll1l Uu! at/t1lomy to perform 
actfvttles tflaf Chey are otherwise 00{ ebHI to perform unl'kr appllcable ~ regulauan, and pOJlcy. Consult with your 
lfl8ll counsel betoro lmplomenting mesa fonns In yoor ~n/Zat!Dn. 

INCIDENT DETAILS 

1 lllcident Description 
Outline Jnddent In funher detaN (J.e witness Slafement. eu:J. WJJat tr s.r.,tems were compromised? WMt ~ 
ideflrmed the breach (It appricabieJ?" 

2 C-Oncem lype 
Eicamp/eS if'ldr.J(le; ~iUen Threats; TemlrismlViDlem .EwMl.ism: ~ Condur;t; f1nancial Oonsfderation5; 
SVbSUIJ'IOe A!lvSe; ~ OO~OJJS; Crirronal COlldud; MiSMndling Protecteif lnfofmatiCll; Mi$t!Se of rnrorm..tiO<I 
TecMolagr, Esf)iOMge; Fi,,aneiaj/jrltellectua1 ~ Theft Other 

3 I Has the appropriate security professional been notified? 

4 I Has the rnsJdet Threat Management Team been notified? 

INFORMATION ON THE PERSON OF tNTEREST 

5 j Name 

6 j Jotffrtle 

7 j 1.abor catego!l 

8 I Clearance l.eYel /SpecialACttSS 

9 I Network Pri\lileges 

10 I Equipment USEd in Incident 

11 I Office 1.JJcatlon 

12 I incident Date or Date Range 

13 [ 1ncidentlime(s) 

INVESTIGATOR/INTAKE OFRCfAL'S INFORMATION 

14 ! Name 

15 • 1 Contact Information 

16 [ Position 

c· res 

C• Yes 

• 
C'· ffo 

r 

l 
t 
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ADDITIONAL INFORMATION 

17 rnitial Recommendations 

18 How was the suspicious activity detected? 

19 Next Steps, Folio•up. and Conclusion 

• 

WM.f ~ri(y ~II? Wli..t was the lndMduaj's main motirnioR {If known)?~ any 
Off.,&11Wtl0rlal plJJrcl~ Y1Dlated? HrlW -,e me 5ecurll.y p~ eraded ff 
PQSsitlle? !Miar action did the Of£alllzal:foo take tr> m/Ttsale iloo prevent an Incident? 

• 
What actions 111d me-~t/on t:lkl!? ~ eonseouenees fOt the lmllvldual recommended to 
HR suetJ as a rcrma, wattilrti, ~ cot1115eli~ w termlraoon? Was tho matror scnt to /aw 
enforcement for twtrier fn¥e!;l~uo.Y? Ktere wirTre5S lntefVfews cooc1utrod? INh.'.lr actlon mu.st 
com9 next 11, lll1S pa.rtiCWar ill$tan~? 

20 Recomme11dattons /Updates/ Changes to Make 
What secumy co.nslderatlons shaUld UJe orc;1nir.mon aa(J~ Wti.it aia,iees need 
fll be marle to proled mo orgJnl2.ltlon', lilgtHr.i/ve ~? Oifl the reporting pathway 
lead to a successful m1!1$Juon or pre,,eri!iCN'I? If r1ort. "'1at 5ecurlty /gJSJ needs to bo 
addressecft 1s lncrossea m0/1/tonng or u,e rtl(fjllidWf/ needed? 

.:.·, 

.i: REPORT REVIEWED BY 

,, 

-~ ,. 
-Name 

• LTN rriforcement ,~~sligation. Numb-er (if 
"applicable) ,. • • • ·,: ·/;:· • ' 

,. 

>I. 
!" 

,, 
TIii( 

. ·, .. . .. . ..... . .. '~ .. : 

.. , 
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Robert Mancini AJfeia Goodwin 

4 Guernsey Lane 

Media PA 19063 

Phone 610-506-9827 

Fax•None 

117 Abbey Terrace 

Drexel Ifill, PA 19026 

267-977-0757 Represent Self 

None 

Email 

IN THE CIVIL COURT OF DELAWARE COUNTY OF PENNSYLVANIA 

Robert Mancini, resident 

Alfeia Goodwin, Candidate Slh District 

Of PA, US Congress 

Jointly Plaintiffst 

v. 

Delaware County, PA 

Defendant 

Petition and Preliminary Injunction 

• 
-~\ 

CV-2024- '6~3 q 

CERTIFICATE OF SERVICE 

I hereby certify that on f ( October 2024 a true copy of the Complaint and Preliminary 
Injunction will be served upon the foUowing in the foUowing jn the manner jntficated: 

VIA the Sheriff 

Sharon ScattoHno, County Clerk, 

Office of Open Records Officer 

201 West Front Street, Room 206 

Media PA 19063 

Robert Mancini 

FILED 
10-11-2024 09:25 AM 

OFFICE OF JUDICIAL SUPPORT 
DELAWARE COUNTY, PA 
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